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# Overview

* Vulnerability Management (VM) serves as the company's mechanism to ensure the security of IT assets in “515Support”.
* It involves identifying technical weaknesses within IT environments and assessing these vulnerabilities.
* The remediation of such weaknesses is conducted systematically and in a prioritized and timely manner, in collaboration with IT teams.

# Purpose

* To define the requirements for the identification, assessment/classification, and remediation of technical vulnerabilities within “515Support”.
* To establish the organizational stakeholders accountable for ensuring compliance with this standard.

# Scope

* This standard applies to all company’s IT systems and applications whether on-premises or in the cloud.
* Third-party systems connected to the company’s networks.
* Any asset that stores, processes, or transmits sensitive or regulated data.
* Applications and databases:
* **Excluded:**
  + - Legacy systems managed under specialized controls

by IT Operations team

# Roles and Responsibilities

* **Security Operations Management Team**:
  + Conduct vulnerability scans, classify vulnerabilities, and generate detailed reports for all relevant departments.
* **IT Service Teams**:
  + Tasked with remediating identified technical vulnerabilities in accordance with the standard.
  + Monitor asset configurations and update systems as needed.
* **Workplace Management**:
  + Accountable for communicating patching and upgrade schedules.
* **CISO (Chief Information Security Officer)**:
  + Ensures the availability of appropriate resources, specification, and implementation
* Compliance with standard and overseeing reporting to senior management

# Standard

**5.1 General Requirements**

* All systems and applications are subject to vulnerability management practices, which include:
  + Scanning for technical vulnerabilities using the company’s approved scanning tools.
  + Reporting vulnerabilities identified during the scanning process.
  + Prioritizing and assessing vulnerabilities.
  + Implementing remediation measures, including patching, reconfiguration, or other methods as deemed necessary by qualified personnel.
  + Validating remediated vulnerabilities through an agreed-upon reporting format.

**5.2 Vulnerability Scanning**

* IT assets within scope must undergo regular scanning as follows:
  + Routinely, all deployed and operational assets should be scanned at least once per month (weekly for critical assets).
  + Ad hoc scans as specified by the Security Operations Management Team.
  + Scanning of new assets prior to deployment in operational environments.
* The type of scanning (authenticated or non-authenticated) is determined by the Security Operations Management Team.
* Scanning technology must be updated and maintained with latest vulnerability management information (Intelligence and Signatures).

**5.3 Vulnerability Assessment**

* Reports generated from vulnerability scans must be analysed within a maximum of two working days by qualified personnel.
* Vulnerabilities must be classified according to their severity using the CVSS (Common Vulnerability Scoring System):

| **Vulnerability Criticality** | **Vulnerability Score** |
| --- | --- |
| Critical | 9–10 |
| High | 7–8.9 |
| Moderate | 4–6.9 |
| Low | 0.1–3.9 |

* The analysis must consider the company’s existing security controls, adjusting criticality accordingly.
* False positives must be identified and excluded from the final report.

**5.4 Vulnerability Remediation**

* Documented vulnerabilities must be communicated to the staff responsible for IT asset operations and maintenance within a maximum of two working days.
* Remediation actions must adhere to the following resolution timeframes, starting from the time of communication:

| **Vulnerability Criticality** | **Remediation Resolution Requirements** |
| --- | --- |
| Critical | 1 working day (5) |
| High | 2 working days (20) |
| Moderate | 5 working days (60) |
| Low | 10 working days (120) |

**5.5 Penetration Testing**

* Conduct comprehensive external penetration testing annually, facilitated by an independent and qualified third-party provider.
* Perform internal penetration testing biannually or immediately following substantial changes to the infrastructure.
* Ensure the scope of all tests includes network infrastructure, cloud environments, and web applications to provide thorough coverage.
* Document all findings in detail and integrate them seamlessly into the organization's vulnerability management and remediation workflow.

# Standards of Compliance

**6.1 Compliance Measurement**

* The Security Operations Management Team will verify adherence to this standard through audits of scan and remediation reports.
* KPIs tracked include:
* Percentage of critical vulnerabilities resolved within agreed-upon timelines
* Percentage of assets successfully scanned as per scheduled framework
* Number of overdue critical and high-severity vulnerabilities outstanding
* Quarterly compliance performance reports delivered to Risk Committee

**6.2 Reporting Requirements**

* Vulnerability scan reports are to be sent to the relevant teams within 24 hours of scan completion.
* Comprehensive monthly vulnerability management reports, summarizing key findings, remediation progress, and unresolved risks, shall be presented to senior management.

**6.3 Exceptions Handling**

* Any exceptions to this standard must be formally requested and approved by the Security Operations Management Team, in accordance with the exception request process.
* Documentation must include justification and risk mitigation plans
* Key components of exception handling include:
  + **Identification:** 
    - Detecting anomalies, errors, or irregularities as they occur.
  + **Logging:** 
    - Recording exceptions systematically for analysis and future reference.
  + **Resolution:** 
    - Addressing the issue promptly to minimize impact.
  + **Root Cause Analysis:** 
    - Investigating why the exception occurred to prevent recurrence.
  + **Escalation:** 
    - Determining when to involve higher authorities or specialized teams for complex exceptions.
  + **Prevention:** 
    - Implementing measures to reduce the likelihood of similar issues arising in the future.

**6.4 Non-Compliance**

* Non-compliance with this standard may result in sanctions or disciplinary action by executive management, as outlined in the HR policy.
* Identifying, addressing, and preventing deviations from established rules, regulations, or standards and performed by all Departments Leaders on an ongoing basis:
  + **Detection:**
    - Identifying instances of non-compliance through audits, inspections, or monitoring systems
  + **Analysis:**
    - Understanding the root causes and extent of non-compliance
  + **Corrective Actions:** 
    - Implementing measures to address the issue and prevent recurrence
  + **Documentation:**
    - Keeping detailed records of non-compliance incidents and actions taken
  + **Training:**
    - Educating employees on compliance requirements and best practices

## Related Standards, Policies, and Procedures

* **IT Security Policy:** 
  + Provides overarching security rules and guidelines for protecting organizational assets.
* **IT Patching Standard:** 
  + Outlines procedures for applying software and system updates to address vulnerabilities.
* **IT Configuration Baselines:** 
  + Sets standards for secure configurations of systems and devices within the network.
* **Vulnerability Management Procedure:** 
  + Details the specific steps for identifying, assessing, and remediating vulnerabilities.
* **NVD Website:** 
  + Serves as a key resource, offering access to the National Vulnerability Database for information on known vulnerabilities.
* **Additional Related Resources:** 
  + Includes tools, frameworks, and references that support vulnerability management activities.

# 8. Definition of Terms

|  |  |
| --- | --- |
| Term | Meaning |
|  |  |
| VM | **Vulnerability Management**: The process of identifying, assessing, and remediating vulnerabilities in IT systems and applications. |
| Vulnerability Management Information | **Data related to vulnerabilities** obtained from sources such as the National Vulnerability Database (NVD), along with threat intelligence insights. |
| NVD | **National Vulnerability Database**: A repository of standardized vulnerability information that is maintained by the U.S. National Institute of Standards and Technology (NIST). |
| CVSS | **Common Vulnerability Scoring System**: A framework used to evaluate and categorize the severity of security vulnerabilities. |
| Threat Intelligence | **Contextual information** about current and emerging threats, gathered to help prioritize and mitigate vulnerabilities. |
| Authenticated Scan | Vulnerability scanning that **requires credentials** to access systems, ensuring a more thorough assessment. |
| Non-Authenticated Scan | Vulnerability scanning performed **without credentials**, providing an external view of the system's security posture. |
| False Positive | A reported vulnerability that is **not actually exploitable or relevant**, requiring validation and exclusion from final reports. |

# 9. Revision History

|  |  |  |
| --- | --- | --- |
| **Date of Change** | **Responsible** | **Summary of Change** |
| 22/03/2025 | CISO | Scope Adjustments:Defining new areas of coverage (e.g., new devices, systems, or applications). |
|  |  | Policy Enhancements:Strengthening rules for vulnerability detection, assessment, and remediation. |
|  |  | Integration with Updated Standards:Aligning the standard with changes in frameworks like ISO/IEC 27001, NIST, or CIS benchmarks. |
|  |  | Tool and Technology Updates:Incorporating advancements in vulnerability scanning or management tools. |
|  |  | Responsibilities:Refining roles and responsibilities for teams involved in vulnerability management. |
|  |  | Response Timelines:Revising time frames for addressing vulnerabilities based on new risk assessment models. |
|  |  | Reporting and Metrics:Improving how vulnerabilities are tracked and reported, including new KPIs |